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1 Introduction

This document provides a configuration guide to assist Nortel Networks BCM
administrators in connecting to AT&T IP Flexible Reach service.

1.1 Document Change History

Issue 1.0 01-03-2007; first general release

Issue 1.1 02-05-2007,

1) modified section 4.2 for clarity of IP trunks and line
pool configuration.

2) Added CCG disclaimer statement at end of document.
3) Modified cover page.
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2 Special Notes

Emergency 911/E911 Services Limitations

While AT&T IP Flexible Reach services support E911/911 calling capabilities in
certain circumstances, there are significant limitations on how these capabilities
are delivered. Please review the AT&T IP Flexible Reach Service Guide in detail to
understand these limitations and restrictions.

Failover to an Alternate AT&T Border Element Not Supported

BCM does not support failover to an alternate AT&T Border Element. BCM must
be configured to send to one specific border element.

Unattended Call Transfers are not supported

An unattended transfer is one in which the recipient of the transfer has not
answered the phone prior to the transfer. This type of transfer is not supported
with BCM and the AT&T Network. For example, if a call with the AT&T network is
transferred by BCM phone 1 to BCM phone 2, phone 2 must answer prior to the
completion of the transfer by phone 1.

Fax Limitations

e T.38 fax is not currently supported with the IP Flexible Reach service

e IP Flexible Reach service supports fax using G.711; however, this is not
supported by the BCM 200/400 today when configured to use G.729 as
the first preferred codec. There is an issue where the BCM does not
automatically detect fax/modem tones and switching the call to G.711.

e To work-around this limitation; the BCM supports fax by using
analog/POTS lines to the PSTN. BCM-GATM-8 or BCM-GATM-4 media bay
modules are required to interface with analog/POTS lines.
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3 Overview

This section provides a service overview of the Nortel Business Communication
Manager 200/400 (BCM 200/400) IP PBX integration with AT&T IP Flexible Reach
service. For an overview of Nortel BCM 50 for IP Flexible Reach; please
reference a separate document named “Nortel BCM 50 Configuration Guide.”

Legacy
AT&T Managed Circuit
With PBX

Voice GW

P 1A
— - il

Private Side Public Side

IP Border
Element

V
AT&T
Managed

Router
With NAT

Nortel BCM 200/400

Figure 1: AT&T IP Flexible Reach Network

The Nortel BCM customer premises site shall consist of the following
components.

e Nortel IP 2004 or IP 2002 phones — These phones use the Nortel
proprietary UNIStim signaling protocol to communicate to the Nortel BCM
200/400 IP PBX for call feature and routing support. These phones can be
connected to a Nortel Ethernet switch (ES 470, ERS 5520, etc.) that
supplies in-line power (IEEE 802.3af) to the phones.
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e Nortel BCM 200/400 IP PBX — This unit consists of the following.
0 Media Service Card (MCS) Processor

Two ports Ethernet / IP card

Integrated CallPilot voice mail system

Analog station ports for connection to fax machines.

Digital station ports for Norstar digital phones

T1 voice card for connection to the local PSTN.

GATM-8 analog trunk to PSTN for inbound/outbound fax

O O0OO0OO0O0Oo

The following routing scenarios are supported by the Nortel BCM IP PBX and DO
NOT use the AT&T Call Control.

e Local Nortel BCM phone to local Nortel BCM phone
e Local fax machine to other fax machine via PSTN

The following routing scenarios are supported by the BCM IP PBX and DO use
the AT&T Call Control. For voice calls, the G.729 codec shall be used.

Nortel BCM phones to PSTN (domestic US and international).

Nortel BCM phones to legacy PBX site with Cisco gateway.

Legacy PBX site with Cisco gateway to Nortel BCM phones.

Nortel BCM phones at one Nortel BCM IP PBX site to Nortel BCM phones
at another Nortel BCM IP PBX site.

If the customer has subscribed to Calling Plans B and C (Local), then the
following routing scenarios are supported by the BCM IP PBX and DO use the
AT&T Call Control. For voice calls, the G.729 or G.711 codec may be used. BCM
selects G.729 as the highest priority codec.

e Inbound PSTN to BCM phone

e Outbound local PSTN calls from the BCM phones.
e QOutbound local N11 (i.e. 411, 911) calls from the BCM phones.
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4 Configuration Guide

This configuration guide specifies the Nortel BCM 200/400 screens that must be
configured and updated to support the AT&T IP Flexible Reach service.

4.1 Nortel BCM Version and Feature Requirements
The Nortel Networks BCM must be running release 4.0.2.03a. You can check the
version of BCM by viewing the following screen.

Task Havigation Panel
System Identification

Configurstion | Administration

@ Welcame Macle|
= 4 System
L Bidlertification System name BCM-R4-0 ]
@ Date and Time Verei Ii
@ Keyoodes Ersion

+ || Administrator Access ?
+ | | Resources Couritry oF redion I
+ || Telephoty

+| || Data Services
+ || Applications

Figure 2: BCM 200/400 software version

Ensure that the System Identification page specifies Version 4.0.2.03a. This is
the supported release that is required for AT&T IP Flexible Reach service.
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The following BCM 4.0 patches must be applied. To verify installed/applied
patches; from the BCM Element Manager’'s main menu, select “Administration”
then: Software Management-> Software Update History

E Mortel BCM, Element Manager, - 172.16.6.100

File

View Session

Tools

Help

ﬂEx'rt mDismnnect ﬂy Refresh [§'

4

) Ta=k Havigation Panel

Configuration | Administration |

;] General

;] System Status

;] Telephony Metrics
] Utilties

|| Backup and Restore

Softweare Updates
software Update Histary

@ Software Invertory

Software Update History

b e b el b b e b

Current Release |

2006-11-14 14:29:16

Figure 3: Software Management Menu

Softweare Update History ]
.Date ] .Categnry 3
2008-11-1017:36:09 Patch Applied é
2008-11-1017:38:35 Patch Applied 3
2008-11-1018:09:01 Patch Applied
2006-11-1018:11:05 Patch Applied E
2008-11-1018:21:27 Patch Applied i
2006-11-14 14:13:47 Patch Remowved é

3

Patch Removed 3
-

Patch Name

BCM.R400.027-IVR
BCMO040.025-CTE-CTI
BCM.R400.034-IPTEL
BCM.R400.035-CTI

Version
1.0-1.3
1.0-1.0
1.1-1.0
1.1-1.2

BCM.R400.036-

ElementManager
BCM.R400.032-PSM

1.1-1.0
1.0-1.0

Description

IVR Provider Update
LAN CTE Client Update
IPTEL Provider Agent and FEPS Update
CTI Update

Element Manager Update
PSM Update

Figure 4: Patch List
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4.2 VOIP Gateway Trunks

Voice over IP (VolP) lines are signaling channels that simulate how CO lines
work. However, VolP lines transmit data to the IP network over a LAN or IP
network rather than over physical lines. Once the VolIP trunks are set up, you
can assign them to line pools, and program their behavior in the same way you
would PRI lines.

VolP trunks use line numbers 001 to 060. To view these line records select
Configuration --> Telephony --> Lines --> Active VolIP Lines. To access VolP
lines, you need to enter software keycodes. Each keycode supports a specific
number of trunks. The H.323 trunks start numbering up from 001. No entries
appear in the Enabled VolIP lines field until you complete the IP Trunks Settings
field, which displays when you select IP Trunks under Configuration -->
Resources --> Telephony Resources --> IP trunks.

VolP trunks should be configured to use a single line pool per VolP trunk type.
Do not mix other trunk types on the same line pool. The VolIP line pools are
assigned to routes, which in turn, are configured with destination codes that
route calls to the AT&T IP Flex Reach network.

You can also create a fallback for the trunk. This is a situation where the system
reroutes the call to a PSTN line pool if the primary route is not available or the
call quality is not suitable. If you do not configure your network for fallback and
the call quality is below threshold, the IP call fails.
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Check under Configurations ->Lines->Active VOIP Lines to see if Trunks
have been allocated (See Figure 5 below). You should have a number of VOIP
gateway trunks displayed. The total number of lines indicated corresponds to
the number of IP trunks licensed by Nortel for your BCM. In this case we show

eight active trunks.

: Task Havigation Panel

Configuration | scministration

(| Active YoIP Lines
.-'-"--_

@ Target Lines
@ Inactive Lines
@ 2l Lines

@ Loops

@ Scheduled Services

|1 Cialing Plan
@ Fing Groups
] call Security

-~

Matne

Distinct Ring

Issuel.?

e Line | Trunk Type Cantrol Set | Prime Set i
4 System oo Walp 000 3000 j
-
@ Date and Ti 3
= KE:CEEES e 003 ol 3000 3000 3
4
A Adrinistrator Access o4 YalP 3000 000 ;
@ Accourts and Privieges s WolP 3000 3000 j
: Syl 006 valP 3000 3000 [
ShWP
. o

BY Resources ooy YalP 2000 3000
@ Application Resources aoa wolP 3000 000 :
@ Media Gateways i
@ Port Ranges j
@ Telephony Resources r
@ Hetwork Interfaces j
4 Telephorry j
?| Global Settings [ Copy ] [ Paste é
| Sets P 3
= _{Line=s _ _ 1

@ Active Physical Lines bkl o7 e L
- N ctive YolP Lines

Pararmeters | Freferences | Restrictions | Assigned Dhls

LineQo?z

——

Line Type ( EDDlZO ) A

Mone W

PN U T T SN T T SO TN T S T T T O
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For each IP trunk you must select a Line Pool in the “Details” tab at the bottom
of the page (See Figure 6 below). Available Pool codes start at A to O. In this
case we selected “Pool O.” Additionally, the Line Pool needs to be associated
with all DN’s that require access to the VOIP trunks. Go to Configurations

> Telephony~> Dialing Plan=> Line Pools to perform this configuration.

A4

| Task Havigation Panel

Configuration | administration

@ Vielcome
;| System
] Adinistrator Access
;| Resources

J Telephony

] Global Settings
H ] Sets
I Lines
@ Loops

DEE®

@ Dhs
@ Public Metweark
B Pries metyweork

@ Ring Groups
[ Call Security
@ Hospitality
@ Hurit Groups
@ Call Detail Recording
] Dats Services

Dialing Plan - Line Pools

Line Pools

'F‘u:ucul

]..ﬂu:cess Code ]

IOy Y B B B DS ararar o

Details for Line Poal: O

Au:c:ess ta Line Poal

DN |
3000
3002
3003
3004
3064
3070

Ao

Figure 6: Assigning DN numbers to Line Pool
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Under Configuration 2 Telephony 2 Dialing Plan 2 Routing->Routes tab
we need to define a “Route” for each pool (See Figure 7 below). In our case we
defined Route 001. We also need to assign “Pool O” to this particular route and
configure the route for “National” numbering dial plan type.

{ Task Havigation Panel o 3
M Dialing Plan - Routing
Canfiguration | admiristration
@ Welcoms | Routes | Destination Codes || Second Dial Tone
J System Routes
L) mdministrator Access ].Servic:e Type ].Servic:e D ]
Resources
_\l A 5., i, i,
= 4 Telephony
1 Global Settngs CM S T
[ sets
" lLines
@ Loops

.Route ].External Murnber ].Use Pool ].DN Type

= Y Disling Plan

@ Conera
@ DNs
@ Fublic Metwork
@ Private Netwark

Figure 7: Defining Route for VOIP Trunks
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Under Configuration 2 Telephony 2 Dialing Plan 2 Routing (See Figure 8
below), under the “Destination Codes” tab we need to associate the Route to the
desired access code. Configure this to access code “9” or to whatever code you
want to access for outside (IP off-net) call that will be presented to the AT&T
service for routing. In this case, when “9” is dialed we wish to push the dialed
string to the IP trunk for routing.

{Task Havigation Panel
L Dialing Plan - Routing

Corfiguration | Adrminizstration
& welcome Rot Destination Codes | cond Dial Tone

] System Deslination Codes——
| Adrministrator Access Destination Code | Normal Route |'Absnrbed Length |md Cared D |'1 |
__| Resources
B 29 Telegnony q o [ m [
] Global Settings
[ Sets
[ ]Lines
@ Loops

@ Scheduled Services
= 4 Dialing Plan
@ General
@ Dz
@ Public Metwoark ¢
@ Private Metweark
@ Line Fools add.. || Delete

o A —

., G Afternate Routes for Destination Code: 9
| Call Security

@ Hospitality
@ Hurt Groups Alternste Routes
@ Call Detail Recording - ; . . .
) Data Services Schedule ] First Route ] Abzsorbed Length ] Second Route ] Absorbed Le
] Applications Might A Al
Ewening Al All
Lunch Al all
Sched 4 Al Al
Sched 5 Al Al
Sched 6 Al all
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4.3 H.323 Gateway Parameters
Configuration=> Telephony Resources=> IP Trunks=>

e On this screen we need to populate the Call Signaling as
“GatekeeperRoutedNoRAS”

e Alias Name: The AT&T IP Flexible Reach service does not require a
H.323 ID name. However, the BCM was tested with a H.323 ID name and
Nortel recommends that the customer provides a meaningful name in this

field.
e H.245 tunneling must be enabled.
e For the Call Signaling Port use 1720 as a value.

AT&T IPBE IP address. Sample IP addresses are shown next.

Make sure the Primary Gatekeeper IP is populated with the correct

o Primary Gatekeeper — (please contact your Customer Care

Representative for the AT&T IP border element IP address)

o Backup Gatekeeper — 0.0.0.0*

Telephony Resources

Modules

.Adual Type .Devices .High
rLInks 1] A
1 i, I & Epp Sets i, Erabled Sets [ is, 1 o
= Trunk koo More [UEE Uneguippecd Lines [l NI [l o
2.0 PRI Mone xxx111 iR, Lines 211 233 i,

Detailz for Macdule: O

Routing Takle | IP Trunk Settings | H323 Seftings | H323 Media Parameters | SIP Settings || SIP Media Parameters | SIP URI Map
Telephony Settings

Fallback ta circut-switched  |Disabled v Gatekesper digts

Gatesway protocol  pone Gatekesper wildcard

Configuration

ol snelna ©

Enable H24:3 tunnelling

Call signaling port

RAS port

Pritnaty Getekesper P Registration TTL (=)

Backup Gatekeeper(s) Gatekeeper TTL (=)

Moity...

Alias names

Figure 9: H.323 Gateway Parameters

*Note: the backup gatekeeper will not be supported on the current BCM 200/400
release. The Nortel backup implementation is not compatible with the IP Flexible
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Reach service today. Nortel will provide support in a future release. In case of
failure to the primary gatekeeper; the BCM will not be able to place any outgoing
calls to the AT&T IP Flexible Reach service. The backup gatekeeper IP address
(Please contact your Customer Care representative) must be manually configured
in the “Primary Gatekeeper IP” field to restore outgoing calls. Additionally,
the AT&T IP Flexible Reach service will send incoming calls to the BCM from
multiple IP border elements. The BCM will accept calls from any border elements

without additional configuration.

4.4 Media Parameters

Configuration=> Resources=> Telephony Resources=> IP Terminal Global

Settings

Within the Media Parameters tab; ensure that all values are exactly as the

sample screen shot shown below:

e 1% Preferred Codec: G.729
e Silence Compression: Disabled
e Jitter Buffer — Voice: Auto
e T.38 Fax Support: Disabled
e G.729 Payload Size: 20
Telephony Resources
Modules
.Eius ].Prog Type ].Actual Type ].Dip S ].State ].Devic:es ].Low ].High ].Total ].Eiusy ]
(] (R (R Lines 1 B0 (R Pz, ||
2 Trunk Mod [ra, Uneguipped Lines [ [ra, [ra, u]
2.0 PRI Mone w1 (R Lines 211 233 (R 0l

Detailz for Module: 1

Enable registration

FEEFEFTFES

Enable global registration password
Global passward
Auto-assign DN

AdvertizementiLogo

| IP Terminal Glohal Settings | | Téminal Details | Set Port Details

Default codec

Default jitter buffer

. 729 payload size (ms)

. 723 payload size (ms)

G711 payload size (ms)

Figure 10: Media Parameters
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4.5 Port Ranges

Configuration> Resources—> Port Ranges 2

Use the values shown below. The default ranges are from 28000 to 28511. This
range is used for fax, digital phones and analog phones. The media gateway
port ranges are configurable.

File

View Session  Tools Help

cnEx'rt *Disconnect -5: Refresh [

4

+

+

| Task Havigation Panel

Configuration | Adminiztration

@ vyslcome

;l System

;l Administrator Access

_ 4 Rezources

@ 2pplication Resources
hedisSatens

@ Network Interfaces
J Telephony
= ] Global Settings
+ || Sets
1] _| Lines
@ Loops
@ Scheduled Services

T T,

Port Ranges
RTP over UDP Uop Signaling

.Eiegin -End .Eiegin ].End ] .Eiegin ].End ]
25000 28911 | 20000 20255 1] 1023 ;
' 1718 1713 3
2216 2219 3
5000 000 i
7000 7000 E
E0000 EO0001 i
3
3

Add Add

Figure 11: Media Gateway Port Range

sl

bl

The BCM IP phone’s RTP and RTCP port range are 51000-51399. Each IP phone
call uses two ports. The default port range for RTP and RTCP are not
configurable.

Issuel.?
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4.6 Configuring Outgoing Calls from BCM to AT&T IP Flex Reach

Configuration> Telephony 2 Active Sets 2>

First locate the desired private DN number that you want to assign the public
DID number under the “Line Access” tab. In this case we have selected “DN
3000”. At this point, select the “Properties” tab under the “Details” window.
We will now associate the private DN number with the DID number. In the
example below; 3000 is entered in the “Private OLI” field and 7323683476 is
entered in the “Public OLI” field. This example enables “calling number
translation” (outgoing) for this particular DN number.

: Task Havigation Panel

Active Sets

Configuration | Administration

@ welcome Line Access | Capahbiities and Preferences | Restrictions 3
] System DN Madel Mame | Part 3
B AU LSRR Zooon 11 40E/2004/2007 /2050 3000 3
# | Resources f
5 =4 Telephony 112082002 o2 oE

1 Global Settings 5003 11 40E£2004/2007 /2050 3003 0120

= 4 Sets

)

=1
=
=z

o

@

@2

@

b

@ Active Application ——
@ Inactive D
@ 2l DNs

= 4 Lines .
@ Active Physical Lin | Properties [jLine Assignment | Line Poal Access | Answer DNs

@ 2tctive WolP Lines
@ Target Lines
@ Inactive Lines
@ 2l Lines
@ Loops
@ Scheduled Services
| Dialing Plan

Dretails for DR 3000

b bbb b

7323683476

3000

Fud o Anaweer 3251

bbb

@ Ring Groups FudDelay |4
| Call Security

@ Hospitality Fred Busy

@ Hurt Groups

@ Call Detsil Recording Funect Al

# || Data Services
# || Applications

Figure 12: Configuring DID for Outgoing Calls

bbbl
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4.7 Configuring Incoming Calls from AT&T IP Flex Reach to BCM

Configuration> Telephony 2 Active Sets 2>

We will now configure the “called number translation” (incoming) for the DN
number. First locate the desired private DN number that you want to assign the
public DID number under the “Line Access” tab. In this case we have selected
“DN 3000”. At this point, select the “Line Assignment” tab under the
“Details” window. Enter 3000 in the “Private Received” number field; then
enter the 10 digit DID (Public number) in the “Public Received” number field.
With the BCM 4.0 release; incoming DID calls will be routed to telephones, based
on all 10 digits received by the network. For example, Incoming calls from the
AT&T IP Flexible Reach network will deliver a ten digit DID number, e.g.
7323683476. The BCM will route the call using all ten digits, e.g. 7323683476.

{ Task Havigation Panel
" Active Sets
Configuration | Administration
@ Weloome Line Access | Capabilties and Preferences | Restrictions

+ _| System | I
+ _| Administrator Access || /] [ESAS

Madel Natne Part

5 11 40E/2004/2007 2050 3000
+ | Resources
5 23 Telephany S00Z 1120ER2002 00z 0118
+ _| Global Settings 3003 11 40E5200472007 ©2050 3003 0120
= Sets
@ Eotive Bpplication ==
@ inactive Dis Details for D 3000
@ A Dhs
= ;ILLinES Properties | Ling Assighmett | Ling Pool Access | Answer Dhis
0ops . Azsigned Lines
@ Scheduled Services = = . . : : ;
® || Dialing Plan Lire ] Appearance Type ] Appestances ] Caller I Set ] Wrnsy Set ] Priv. Received # ] Pub. Received # ]
@ Fing Groups Appr&Ring 1 3000 7323683476
+ | Call Security
@ Hospitality

@ Hunt Groups

@ Call Detail Recording
+ _| Data Services
+ _| Applications

Figure 13: Configuring DID for Incoming Calls
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4.8 Configuring IP Phone LCD Screen to Display DID Number

Configuration=> Telephony 2 Lines> Target Lines=> Line 241

To display the DID number on the IP phone LCD screen; select Line 241 than go
to the “Parameters” tab. In our example below, enter 3683476 in the “Name”
field and then select “public” as the line type from the drop down menu.

: Task Havigation Panel

Configuration | administration

@ elcome
L] System
] Administrator Access
| | Resources

Telephony
[ ] Global Settings
[ 15ets
= Lines

@ Target Lines
@-nactive-tifies
@ AllLines
@ Loops
@ Scheduled Services
| Dialing Plan
@ Fing Groups
1 all Security
@ Hospitalty
@ Hurt Groups
@ Call Detail Recording
|| Data Services
1 Applications

Target Lines

.Trunk Type

Control Set |'Prime Set |

.

242 Target line 3000 3000
243 Target line 3000 3000
[ Copy ][ Paste

IO | TS U T Y T Ty Y Wy g Mgy Py

Detailz for Line: 241

[atme <

Lire Type

Patameters | Preferences | Assigned Dis

3633476

Public

1Y

[ I T SN U T Ty N T ) Y Y Y By

Pub. Received #

7323683476

Priv. Received #

Distinct Ring
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5 Troubleshooting

This section provides some tips about troubleshooting problems

5.1 System Monitoring with BCM Monitor

A valuable application for performance monitoring is the BCM Monitor. It allows
the BCM administrator to see the current status of various parts of the BCM
system. Statistical information is provided on system throughput and other
performance-related information, including system CPU usage (graph or table
format) and memory usage (graph or table format).

If a performance display is active, it is automatically updated with real-time
performance information in user-selectable time increments.

The focus of the real-time monitoring capabilities is:

e Overall system status

e Utilization of resources on the Media Services Card (e.g. signaling channel
usage)

e Operation of telephony applications (e.g., Messaging, Call Center, etc.).

e |IP telephony activity

e D-channel monitoring for PRI, BRI and VoIP trunks

(=l BCM Monitor - Bom_2 g@l
File Statistics Help -
BCH \nfu} Media Ean:l] ‘Woice F’nrls] IP Devices] RTP Sess\nns] LIFP ] Line Monitor
BCM Info }
CPL: 0% X
Physical memary [MB): 187 of 254 | 74% {
Monpaged mem. [MB): |33 of 98 4% ,
Used Media Card Resources :‘
Signaling channels: 10of 59 7% | —
Media chaniels: 4 of 59 Fo | m— ")
Woice bug channels: |5 of 62 D | — «
DSP resources 0oi6s [ 167 (— 'f
Active Telephony Devices
IP trurks: 1of 16 B2 [e— {
IP sets: T2 [50% -
Woice ports: Oof B (124 £
Media gateways: Oof 4 14 (
= R 7 = F F O F T o g ) penas |

Figure 15: System Monitoring Example
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The BCM Monitor application can be downloaded to an administrator’s PC from
the BCM and pointed at a specific BCM’s IP address for monitoring. Multiple
instances of the BCM Monitor application can be used on a single PC to monitor
several remote BCM systems at the same time.

Backward version compatibility is supported.

All of the registered IP devices can be viewed with the BCM Monitor. The screen
shot below depicts IP Phone type, DN number and IP address of each registered
IP phone. Additionally, if the device is active on a call the RTP session
information is also displayed.

(= BCM Monitor - Bem_2
File Statistics Help
BCM Ini I Media Eardl Voice Patts 1P D

[+

25 TP Sessions | WP | Line Monilor | Usage Indicators |

{
1P Clients IP Set Details !
Used licenses. | 20f 12 DN [ Type | IP:Port | RTP Session [ Infa [ k
120w St 3000 12004 17216.6.103:5000 51000<-5135.25.29.135:16770 G729 2 fpp, SMALL b E

3002 12002 1721661055000

Enabled: 2 /

Cornected: 2

Active [on call: 1 ¥ 4

‘wireless Sets ,’

Enabled: 1]

Cornected: 1} b

Active [on call): 1] «

1P Trurks /}

Used licenses: | 16 of 16 1

Active [on call): 1 1/

MCDN over IP: | Enabled 1
,/

F s E SRR &Sl e e e e e —

\

Figure 16: IP Device Listing

The end-to-end RTP sessions per IP call can also be displayed with the BCM
Manager. The example below depicts an end-to-end call.

[= BCM Monitor, - Becm_2
=8 Statistics  Help
B! lol Media Card] Woice Porls} IP Devices

] Uip ] Lire Momlor} Usagelnd\cators]

Local IP Endpoints RTP Session Details

IP to IP: ] {Set 3000 172.16.6.103:51000}-> {IP Trunk 16H135.25.29.135:16768} G.729, 2 Ipp, SMALL b
TOM ta IP: ]

TDM to TDM: ]

Est bandwidth: |  0bps

Local to Remate IP Endpoint
IP ta IP: 1

TDM to IP: ]

Est. bandwidth: | 62 4 kbps

Remate |P Endpoints
IP to IP: 1]
Est bandwidth: | 0 bps

Media Gateways
Active oncall | 0of4

G o e S S " SRR ——
Figure 17: RTP Session Information

h\\\*’\“_\\\\ﬂ-‘.~“‘\

|
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The BCM Monitor can be used to monitor incoming and outgoing trunks to

determine if trunks are being busy or if they are idle. The example below depicts

utilized lines used by local and remote telephone/DN numbers.

The BCM Monitor can also be used to monitor all types of system usages. The
following are some parameters that can be monitored:
CPU utilization

Physical memory

Media card DSP utilization

IP sets and IP Trunks

Voice ports and media gateway usage

(=) BCM Monitor - Bem_2 '_ '_ ™
File WAL Help »
BCM Info] Media Canﬂ Voice F’orts] IP Dewces] RTP Sessions | UIP iline Monitor} Usage Ind\cators] )

Statistics Line M aonitor
Aclive Lines: 1 Line Direction Start Time User State Duration Humber and Mame
- 1 - Line01 Incarming 03/08/0615:1... 3680415 -Li..  Ide 7323680453 - BYO
Visible ines 18- Linel& Outgaing 09/08/0612:4... 3128-2128F . Idie 19082223076 1
Shaw all ines [including inactive] [ 16 - LinelE Outgaing 03/08/06 18:4... 3000 - 3000 Connected 00:00:35 17324208823 3
¢ ' z/(
e ,« ——— F—. = _ - S

Figure 18: Line Monitor Information

[=] BC} Monitor, - Bem_2
Flle Statistics Help
BCH \nfo] Media Card} Voice F‘orls] IP Devices | ATP Sessionsl UIP ] Line Monitor USE

ECH Info
CPL: 0%

Physzical memory (MB): 187 of 254 | 743
MNonpaged mem. (ME]: |33 of 98 4%

Used Media Card Resources

(7
@
——n‘ﬂ\\\‘q\m\ ‘\ LIt el -\‘ ‘; J

Signaling channels: 10of 59 17% | —
Media channels: 4 of 59 V% | e—
‘Woice bus channels: |5 of 62 8%  |e—
DSP resources: 100f B4 16% | —
Active Telephony Devices
1P trurkss: 1of 16 B | ——
IP sets: Tof2 0%
“Woice ports: Oof B 0%
tedia gatewaps: Oof 4 0%
- ey @ ey W - T .

Figure 19: System Resources
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5.2 Real-time BCM System Status LED Displays

Administration> System LED Status 2>

The BCM 200/400 front panel LED displays can be viewed remotely to determine
certain critical components. The following are some LED indications that can be
viewed remotely with the NCM Unified Manager:

Power

Hard drive (HDD)
Multi-service Card (MSC)
Modem

Ethernet ports (NIC)
System temperature
Fan indications

[Z] Nortel BCM Element Manager

Filz  Wiew Session  Tools Help

anx'rl &Discunned f; Refresh [

: Task Havigation Panel

Caonfiguration | Administration

] General

= 4 System Status
[YLED Status POIAER Hoo W STATUS MSC s W
@ QoS Monitor
@ UPS Status
@ NTP Metrics

LED Status

@ Irterface Metrics MODEM MIC MIC TEMP FANS
@ Disk Mirroring
@ QoS Metrics

] Telephony Metrics

] Lttilties

| Backup and Restore
lLogs

Figure 20: Front Panel LED Display

Using the Element Manager “System Status” tab, you can monitor overall system
performance and other performance-related information. You monitor system
status using the following tools:

LED Status

QoS Monitor
UPS Status

NTP Metrics
Interface Metrics
Disk Mirroring
QoS Metrics
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5.3 Real-time BCM Fault/Alarms Management

You can view and manage real-time alarms generated by the BCM system.
Alarms arise from components that are running on the system; these alarms
indicate faults or informational conditions that may require resolution from the
system administrator. Examples of alarm conditions include:

e T1 circuit on the system is down
e Service running on the BCM has been stopped by an administrator

Alarm information can be delivered to you by any of the following means:

The Alarms Panel in the BCM Element Manager

The Alarm Banner in the BCM Element Manager

Core telephony alarms show on the alarm set

Simple Network Management Protocol (SNMP) traps for remote
management of faults

e LEDs on the BCM main unit

Below is an example of the BCM Alarms Panel in the BCM Element Manager:

Task Havigation Panel
Alarms
Configuration | Administration
= J General Titne ] Alarm Acked I Alartn 1D ] Severity ] Problem Description
@ EnE 2006-12-14 14:39: 26 30200 information User logon User=nnadmin Host=172.16.6.188:1567 Comp=CIM 5
g T S PONE-12-14 143521 0200 information User Iogon Ussr=nradmin Host=17216 B 1581563 Comp=civ
SHMP Trap Destinati
@ Serwcerr\avIZm:gelrn on 2006-12-12 16:54:04 30200 information User logon User=snnadmin Host=172.16.6.188:1647 Comp=CIM
@ Hardware Invertory 2006-12-12 16:49:50 54003 warning Met Link Manager, Backup Started.
= 24 System Status 2008-12-1216:10:19 30200 information Uzer logon User=nnadmin Host=172.16.8.188:1394 Comp=CIM
g CEPEEIT 2005-12-12 161017 30200 informstion Useer logon User=nradimin Host=172.16.5.158 1392 Comp=ciM
@03 Monit
ol 20061212 155633 12202 information  Fiackup and Restore - Onbiox BisckupiLog collection has completed
@ NTP Metrics 2006-12-1215:57:12 30200 information Uzer logon User=nnadmin Host=172.16.6.252:4124 Comp=CIM
@ Interface Metrics 2006-12-12 15:57:08 30200 information User logon User=nnadmin Host=172.16.6 2524122 Comp=1CIh
g Dizk Mirraring 2006-12-12 19:38:41 64005 infarmation Met Link Manager, recovering back to permanent.
QoS Met:
T _| Telepohnny h;:tf\cs 2006-12-12 1530006 54003 warning Met Link Manager, Backup Started. Py
B[] Utilties < 3
® [ ] Backup and Restore
T _| v [ Clear Alsrm Log l [ Reset LEDs ]
@ ) software Mansgemert || |

Figure 21: Real-time BCM 200/400 Alarm Display
You can manage alarms and alarm information by:

e Configuring alarm settings, for example filtering alarms so that only the
desired subset of alarms are displayed in the BCM Element Manager
Alarms Panel or sent as SNMP traps

e Administering alarms, for example acknowledging selected alarms and
clearing the alarm log
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5.4 BCM Service Management System
You can view details about the services that run on the BCM system, including:

e The name of a service
e Whether a service is enabled to automatically start up
e The status of the service running on the BCM

You can also administer services by starting, stopping, and restarting certain
services.

Caution: Use the BCM Services Manager only as directed by Nortel Technical
Support. Improper use of the BCM Services Manager may adversely affect
system operation.

File  Wigw Session Tools  Help

ﬁ Exit *Discnnnec’c "9-37 Refresh [

4

| Task Havigation Panel

Service Manager

ey

Configuration | Administration

=, | (33”'3“5" & The Service Manager should onby be used when directed by Hortel support.
Alartns

@ Alarm Seftings
@ SHMP Trap Destination & Improper uze can affect system operation.

Service Manager

bbb

@ Hardware Inventary 'Service Mame ].Startup ]'Status I
+ _| System Status BChCoreUploadProvider Lgent Enabled Running &
* —I Tellfa.phnn\,f Uil BChPerfhonPravider boent Enabilad RLnnirg
: j ;ﬂ;l;t:?usp and Restore BCMSystemProvider Agent Enabled Rurning 3
= J Logs BCMUPSProvider Agent Enahbled Funning 3
@ Log Marsgement BChitebProvider Agernt Enabled Rurinirg 4
# [ ] Software Managermert BCh_DCMProvider Agert Erablzd Ruriniric
BChW_DMSProvider Agent Enahbled Funning
BCh_DatalnterfacesProvider Agent Enahbled Funning E
BCh_Doorphone Enabled Rurning E
---------- JEL L IBCMN  HostProvider Sost v EREbled BRI s 3

Figure 22: BCM Service Manager Screen

You can stop any of the services that are running on the BCM system.

To stop a service

e Click the Administration tab.

e Open the General folder, and then click the Service Manager task.
The Service Manager page opens. Services are displayed in the Services
table.

e In the Services table, select a service.
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e Click the Stop button. A confirmation dialog box opens.
e Click Yes. In the Services table, Stopped is displayed in the Status
column for the stopped service.

To restart a service

e Click the Administration tab.

e Open the General folder, and then click the Service Manager task. The
Service Manager page opens. Services are displayed in the Services
table.

e In the Services table, select a stopped service.

e Click the Restart button. A confirmation dialog box opens.

e Click Yes. In the Services table, Running is displayed in the Status
column for the restarted service.
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5.5 BCM Log Management

Another extremely useful tool is the “Log Management.” This allows you to
quickly and easily collect all relevant logs files and other information to help the
various support teams debug any problems you may have with your BCM
200/400. The entire log files required to diagnose a problem is consolidated into
a single file.

A log file is a collection of individual log events generated by the BCM. An
administrator can use log files to monitor and analyze system behavior, user
sessions, and events. You manage log files by transferring selected BCM log
archives from the BCM to a specified location, such as your personal computer.
You can then view individual log events using the BCM Element Manager Log
Browser or your usual text editor.

Note: Depending on the privileges assigned to you, you may or may not see all
the log files or processes described in this section.

In addition to the log files generated by the BCM, the Element Manager itself
generates a log file. This log is found under the Help selection of the BCM
Element Manager Toolbar. This log contains diagnostic information.

The BCM manages log archives and maintains generations of information
depending upon size or other criteria. Generations of log files have a numbered
extension such as 3.9z.

A generation of the “alarms.systemlog” file is created each time the BCM is
rebooted or when the log file reaches the 1 MB limit.

Transferring and Extracting Log Files

You use the BCM Element Manager to transfer log files from the BCM to an
external location. You must transfer the log files to an external device before you
can view them. If you are using the BCM Element Manager Log Browser to view
the logs, you will also have to extract the log files from the log archive that is
transferred from the BCM. The log archive contains a collection of log files.

When you transfer the log archives to another device, you can specify:

e The location to which you want to transfer log files, such as your personal
computer or a network folder
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e The category of logs you want to transfer, such as Sensitive Information
logs
e A schedule for a log file transfer

You can also transfer log files using the BCM Web page if you cannot access the
BCM Element Manager. After you transfer the log archives, several options are
available to you for extracting the log file information and for viewing the log
files. If you are using the BCM Element Manager (recommended), the Log
Browser prompts you to extract the actual log files from the .tar file. If you
prefer, you can use the WinZip application to expand the .tar file into its included
log files. As an alternative to using the BCM Element Manager Log Browser, you
can use an application such as WordPad to view the log files.

Using the BCM Element Manager Log Browser to view extracted log files gives
you the ability to view information in a way that suits you; for example, you can
filter and sort information according to priority, time, message, and so on.

File  “iew Session  Tools  Help

ﬂ Exit &Discanned "=’.-r Refresh

: Task Havigation Panel

PSSRy Y nyays EYEPEPErRY e

Log Management
Configuration | Adminiztration
# [ ] General Immediste Loy Transfer | Scheduled Log Transfer
I =ystem Status Transferto |y Computer v
+ | Telephony Metrics
+ || LHilities
+ | Backup and Restore
=l _4Logs

Bl of Management
+ | Software Managerment

S T T T T T O U T Oy A SRy ) I ) T ) T Y 1

Figure 23: Log Management Screen

When you first suspect a problem with your BCM, it is important that you go into
the “Log Management” screen and download the log file to your PC. Even if you
end up resolving the issue, it is good to know that this information has been
captured.
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This Customer Configuration Guide ("CCG") is offered as a convenience to
AT&T's customers. The specifications and information regarding the product in
this CCG are subject to change without notice. All statements, information, and
recommendations in this CCG are believed to be accurate but are presented
without warranty of any kind, express or implied, and are provided “AS IS”.
Users must take full responsibility for the application of the specifications and
information in this CCG.

In no event shall AT&T or its suppliers be liable for any indirect, special,
consequential, or incidental damages, including, without limitation, lost profits or

loss or damage arising out of the use or inability to use this CCG, even if AT&T or
its suppliers have been advised of the possibility of such damage.

- End of Document -
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